
Converged Security and 
Information Management

All too often, security incidents are the result of 
processes, technology and people: in other words, a 
convergence of physical and cybersecurity issues.

54%
of IT professionals cite 
employee negligence 
as the root cause of 

data breaches

66%
of all data breaches 
are the fault of weak 

passwords

68%
of board members have 

not been trained to 
deal with cybersecurity 

incidents

You’ll see it daily:

15%
of IoT device owners 

do not change the 
default password

“There is a rapidly growing requirement for a converged security 
solution that monitors both physical and cybersecurity events 
under one, unified software platform.” 

- James I Chong, CEO, Vidsys

PSIM CSIM
From the physical security 
perspective: Physical Security 
Information Management 
integrates multiple applications 
or devices.

The evolution of PSIM: 
Converged Security Information 
Management converges cyber, 
IT, logical and physical secuity 
for end-to-end coverage.

As a result...

... The security industry is evolving.

Brought to you by the Converged Security Centre at IFSEC International 2019, 
developed in partnership with global enterprise security software leader Vidsys.

Discover more at IFSEC International, Europe’s leading integrated 
security event. Join 27,000+ fellow security professionals at ExCeL 

London, 18-20 June 2019.

Learn more >>

• A single view of risk

• Real time monitoring of all 
security systems

• Solution to IoT knowledge gaps 

• A reduced risk of blended 
threats
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